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FortiClientTM
Endpoint Security Application

FortiClient is an all-in-one comprehensive security solution that extends 
the power of FortiGate’s unified threat management to endpoints on your 
network.  Desktops, laptops, tablets and smartphones, FortiClient enables  
every device -  local or remote, stationary or mobile - to integrate with your 
FortiGate. With no per-seat license fees, FortiClient takes the headaches out 
of managing multiple endpoints so your users and guests can work efficiently 
anywhere at anytime, without compromising your security.

Multiple Platform Protection for a BYOD World
Bring Your Own Device is today’s reality. The profusion of portable devices 
makes it inevitable that people want to work with their own tools. FortiClient 
supports Windows and Mac OS X computers and iOS and Android mobile 
devices, and also integrates your home offices, mobile workers and visiting 
partners.

Affordable Protection, Powerful Features
A single license is all you need to add FortiClient to your FortiGate appliance. 
The client is a free download that runs on each endpoint device, delivering 
simple and secure remote access tunnels, antivirus protection, web filtering, 
two-factor authentication, an application firewall and more.

More Information, More Control
FortiClient allows you to manage the security of multiple endpoint devices 
from the FortiGate interface. Manage settings, push new policies and 
track and log activities, even when remote endpoints are behind routers. 
FortiClient improves your endpoint visibility and control.

Industry-leading Security at Every Endpoint
With the award-winning FortiClient, each endpoint device is fully protected 
with the industry’s fastest response against emerging threats and the 
backing of the FortiGuard threat research and response centre’s vulnerability 
scanning and signature updates.

Standalone Protection
FortiClient doesn’t stop there. The free client download can run in an 
unregistered mode, delivering a comprehensive solution to devices that 
aren’t associated with a FortiGate secured network. Moving to a registered 
solution is a simple process, not requiring any additional client installation. 

The Endpoint Solution 
for Your FortiGate 
Network 

•	Supports	popular	desktop	and	
mobile	platforms:	Windows,									
Mac	OS	X,	Android	and	iOS	

•	Comprehensive	security	suite	for	
desktop	versions,	including	VPN,	
antivirus,	IPS,	application	firewall,	
web	filtering	and	more	

•	 Easily	configure	and	manage	desktop	
client	settings	from	FortiGate	

•	 Free	basic	mode	provides	advanced	
protection	for	unregistered	endpoints			

Visit www.forticlient.com for more information and to download FortiClient 



Systems

Operating System Supported •	 Windows	8,	Windows	7	32-bit	and	64-bit,	Windows	Vista	32-bit	and	64-bit,	Windows	XP	32-bit	and	64-bit
•	 Mac	OS	X	v10.8	Mountain	Lion,	Mac	OS	X	v10.7	Lion,	Mac	OS	X	v10.6	Snow	Leopard
•	 iOS	5.1	or	later	(iPhone,	iPad,	iPod	Touch)
•	 Android	OS	4.0.4	or	later	(phone	and	tablet)

Encryption AES	128/192/256,	DES/3DES

Deployment Options Manual	Interactive,	Manual	Silent,	Active	Directory	GPO,	Third	Party	Distribution	Tools	

Authentication Options RADIUS,	LDAP,	Local	Database,	xAuth,	TACACS+,	Digital	Certificates	(X509	format),	FortiToken

VPN Protocols SSL	(Tunnel	Mode),	IPsec

WAN Optimization CIFS,	FTP,	HTTP,	MAPI,	General	TCP	traffic

Connection Options Auto	Connect	VPN	before	Windows	logon,	IKE	Mode	config	for	FortiClient	VPN	IPsec	tunnel

SPECIFICATIONS

FEATURES

ORDER INFORMATION
SKU Description

FCCL-C0102-LIC License	certificate	for	200	registered	FortiClients	for	FG/FWF-60C/60D/80C/90D	series

FCCL-C0103-LIC License	certificate	for	2,000	registered	FortiClients	for	FG-100/200/300/600/800	Series,	FG-VM01/VM01-Xen,	FG-VM02/VM02-Xen

FCCL-C0105-LIC License	certificate	for	8,000	registered	FortiClients	for	FG-1000/3000/5000	Series,	FG-VM04/VM04-Xen,	FG-VM08/VM08-Xen

1	Requires	FortiOS	5.0	or	later	
2	Web	mode	only																																																																																																																																																																																																																																												
3	Supports	iOS	.mobileconfig	in	addition	to	FortiClient	config	provisioning																																																																																																																																																											
4	Requires	License																																																																		 	 	 	 	 	 	 							
The	list	above	may	contain	features	which	are	not	available	on	all	platforms.	Consult	appropriate	FortiClient	Admin	Guide	to	determine	specific	feature	availability.

Note:	All	specifications	are	based	on	FortiClient	5.0.

Windows Mac OS X Android iOS

Basic

IPsec VPN • • • -

SSL VPN • • • 	•2

Two-Factor Authentication • • • •

Antivirus • • - -

Web Filtering • • • •

WAN Optimization • - - -

Client Certificate Support • • • •

Registered with FortiGate1

Centralized Management • • • •

Centralized Logging to FortiAnalyzer/FortiManager • • - -

Configuration Provisioning • • • 	•3

Policy Compliance Enforcement • • • •

Application Firewall • • - -

Vulnerability Scanning • • - -

Roaming Clients • • - -

Customizable GUI • • - -

Custom Install4 • • - -

Windows AD SSO Agent • - - -
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